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Transform and Automate your Security

Streamline your operational activities, access control systems, physical
security and safety measures with one comprehensive workplace security
solution for your peace of mind and confidence of your staff and customers.

5170.4 billion to be invested in information technology security in 2022
(Source: Gartnen)

10% of malicious security breaches were associated with physical security
issues, with each breach costing organization 5 million on average
(Source: IBM Cost of a Data Breach Report2020)

Scylla Al-powered solutions can be installed on premise and integrated with
the existing video surveillance infrastructure, not causing any extra costs
and hassle. Scylla face recognition module is used to identify people
sending information to your IAM provider (e.g. OKTA, Azure ID, etc) over an
APl which is there to provision and set up accounts for people based on the
predefined level of access and restrictions in place.

This is the go-to solution to enable businesses:

e Provide a safe working environment

e Onboard newcomers quickly and safely

e Protect their assets, people and information

e Ensure compliance with COVID-19 protective measures

e Turn their security infrastructure into an adaptable, proactive and

innovative system




How it works
Video feed from cameras is processed by
Scylla Al modules

09:58am05/10/2021
Employee check-in

09:58 am 05/10/2021

Name: Alex Johnson
Level of access: Manager
Check-in time: 09:58 am

10 am 05/10/2021

Name: Alex Johnson
Temperature: 97.7° F
Facemask: YES

¥ Whitelist/watchlist




@ Data is sent to the IAM provider (e.g. OKTA, Azure ID, etc.)

Provided there is an authentication profile available for the person

identified, it is later processed through security protocols (e.g.
OAuth2 SAML). In a flexible workplace the person can be attributed to a
desk based on availability/preferences.

If the profile is absent, it will need to be created based on the
predefined rules.

@ Data is processed through corresponding third-party integrations
to provide the right access to the right employees and customers to
facilities, accounts and information. Access to the network and VPN

clearance will also be automatically created and revoked by predefined
authentication protocols.

10:05 am 05/10/2021 10:15 am 05/10/2021

Name: Alex Johnson Name: Alex Johnson

Level of access: Manager Level of access: Manager

Location: Server room Location: Elevator

Access: Access: Access to level 4
denied

@ Access is fully revoked upon employee termination.




Rely on a comprehensive security solution for company-wide protection to
keep your business running and team safe.

The system can be tailored to suit your organization'’s priorities with
the required functionality

We collect the essential information in compliance with your network
security protocols, GDPR, and other specific privacy requirements.
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The physical security software works in real time that allows your
surveillance to be proactive rather than reactive in high-impactscenarios.
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Our system has reasonable hardware expectations and can be seamlessly
integrated with the existing video management systems and cameras.

Scylla physical threat detection software can scale in the enterprise
environment due to the centralized architecture.
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your workspace,
operations and team members with the

Al-powered access control solution

For more information, please contact

ESRS

SRS Global Services LLC.
1-844-244-4211

info@srsglobalservices.com
www.srsglobalservices.com
Locations:

2553 Kincaid Ave

Baton Rouge, LA 70805

342 22 Ave
Nashville TN 37203




